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1. [www.telkomsel.com](http://www.telkomsel.com)

berikut merupakan tampilai website target pertama.



berikut merupakan hasil scanning ip dengan menggunakan website yourIP.us dengan menggunakan mesin pencari TOR BROWSER.



Berikut merupakan hasil scanning ip dengan menggunakan website pemindai ip pada mesin pencari TOR BROWSER.



Beikut merupakan hasil cek ip laptop dengan menggunakan program CMD. dan di dapati ip alptop yang di dapat dari hasil scanning dengan menggunakan CMD berbeda dengan IP yang didapat dari hasil scanning menggunakan website di mesin pencari TOR.



Berikut merupakan hasil ping website target dengan menggunnakan program CMD dengan hasi ip 43.255.196.45.



 berikut merupakan hasil capture ip dengan menggunakan aplikasi wireshark.

1. [www.mudah.my](http://www.mudah.my)

berikut merupakan tampilan website target ke dua



berikut merupakan hasil ping website target ke dua.



Berikut merupakan hasil capture website target dengan menggunakan apliaksi wireshark.



1. <http://mubakab.go.id>

berikut merupakan tampilan website target ke tiga.



Berikut merupakan hasil ping website target dengan menggunakan program aplikasi CMD dan di dapat ip 103.241.24.10



 Berikut merupakan hasiil capture website dengan menggunakan aplikasi wireshark

