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**Menentukan Target**

Target yang digunakan [www.telkom.co.id](http://www.telkom.co.id)

**Data Collection**





Melakukan tahap awal yaitu Pentest (Penetration Testing) data collection dengan menggunakan tools seperti nmap dan netcraft. Setelah dilakukan scanning, didapatlah data bahwa telkom.co.id dengan IP address 180.250.116.128 memiliki port terbuka sebanyak 5 port.





**Vulnerability Assesment (VA)**

Berikut hasil Vulnerability Assesment dengan CVE :

[CVE-2012-3000](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2012-3000)





[CVE-2012-1493](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2012-1493)





[CVE-1999-1550](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-1999-1550)





**Menentukan Target**

Target yang digunakan [www.kejaksaan.go.id](http://www.kejaksaan.go.id)

**Data Collection**





Melakukan tahap awal yaitu Pentest (Penetration Testing) data collection dengan menggunakan tools seperti nmap dan netcraft. Setelah dilakukan scanning, didapatlah data bahwa kejaksaan.go.id dengan IP address 222.124.128.251 memiliki port terbuka sebanyak 5 port.





**Vulnerability Assesment (VA)**

Berikut hasil Vulnerability Assesment dengan CVE :

[CVE-2014-3528](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2014-3528)





|  |  |
| --- | --- |
| [CVE-2014-3522](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2014-3522) |  |





[CVE-2013-2071](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2013-2071)





[CVE-2013-1862](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2013-1862)





[CVE-2013-1845](https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2013-1845)



